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เรื่อง ขอเชิญสงบุคลากรเขารวมฝกอบรมในโปรแกรมหลักสูตรเทคโนโลยสีารสนเทศและการจัดการข้ันสูง (Information 

Technology and Advanced Management Program) 

เรียน อธิการบดี 

สิ่งที่สงมาดวย    แผนพับแนะนําหลักสูตร 

ดวย สํานักงานพัฒนาวิทยาศาสตรและเทคโนโลยีแหงชาติ (สวทช.) โดยสถาบันพัฒนาบุคลากรแหงอนาคต 

มีกําหนดจัดฝกอบรมโปรแกรมหลักสูตรเทคโนโลยีสารสนเทศและการจัดการขั้นสูง (Information Technology and 

Advanced Management Program) ประจําเดือนมกราคม - เดือนมีนาคม ปงบประมาณ 2569 ดังนี้ 

1. หลักสูตรฝกอบรมเชิงปฏิบัติการ การทดสอบเจาะระบบและความม่ันคงปลอดภัยดานเว็บแอปพลิเคชัน (Web 

Application Hacking and Security: WAHS) อบรมระหวางวันที่ 28 - 30 มกราคม 2569 ณ โรงแรมเซ็นจูรี่ พารค 

กรุงเทพฯ โดยมีเนื้อหามุงเนนใหผูเขารวมอบรมมีความรูความเขาใจในเรื่องความปลอดภัยจากการโจมตีเว็บแอปพลิเคชัน 

สามารถตรวจสอบชองโหวและทดสอบเจาะระบบเว็บแอปพลิเคชัน จากสถานการณจําลองในรูปแบบตาง ๆ พรอมการทํา

รายงานที่ถูกตอง ศึกษารายละเอียดเพิ่มเติมไดที่ https://www.career4future.com/wahs 

2. หลักสูตรฝกอบรมเชิงปฏิบัติการ การดําเนินการใหสอดคลองกับ พ.ร.บ. คุมครองขอมูลสวนบุคคล 

(Personal Data Protection Act - Compliance Workshop: PDPA) รุนที่ 7 อบรมระหวางวันที่ 11-13 มีนาคม 2569 

ณ โรงแรมเซ็นจูรี่ พารค กรุงเทพฯ โดยมีเนื้อหามุงเนนเสริมสรางความรูและความเขาใจ ในสาระสําคัญของพระราชบัญญัติ

คุมครองขอมูลสวนบุคคล พ.ศ. 2562 เขาใจในมาตรการดานความมั่นคงปลอดภัยสารสนเทศที่จําเปน ทดลองออกแบบระบบ 

ที่มีขอมูลสวนบุคคล ใหมีความมั่นคงปลอดภัย และฝกวิเคราะหกรณีศึกษาตาง ๆ ที่เกี ่ยวของ เพื่อใหสามารถปรับใชและ

ดําเนินการไดสองคลองตามที่กฎหมายกําหนด ศกึษารายละเอียดเพ่ิมเติมไดที ่https://www.career4future.com/pdpa 

3. หลักสูตร IT Audit for Non - IT Auditor Masterclass รุนที่ 21 อบรมระหวางวันที่ 16 – 20 มีนาคม 2569 

ณ โรงแรมเซ็นจูรี่ พารค กรุงเทพฯ โดยมีเนื้อหามุงเนนเสริมสรางศักยภาพของผูตรวจสอบภายในใหมีความรูความเขาใจ 

ในขั้นตอนกระบวนการการตรวจสอบความเสี่ยงดานเทคโนโลยี พรอมทั้งสามารถวางแผนการตรวจสอบตามหลักการบริหาร

ความเสี่ยง และสามารถตรวจสอบเทคโนโลยีสารสนเทศ ตามมาตรฐานและเทคนิคการตรวจสอบที่เกี่ยวของ เพื่อสนอง 

ความตองการของผูบริหารทุกระดับได ศึกษารายละเอียดเพิ่มเติมไดที่ https://www.career4future.com/ita 

4. หลักสูตรฝกอบรมเชิงปฏบิัติการ การเขียนขอกําหนดและขอบเขตงานสําหรับสินคา/บริการดิจิทัล ใหจัดซื้อและ

ตรวจรับไดง าย (Terms of Reference (TOR) Writing Guide for Purchasing Digital Devices and Services) รุ นที ่ 7 

อบรมระหวางวันที่ 23 – 24 กุมภาพันธ 2569 ณ โรงแรมเซ็นจูรี่ พารค กรุงเทพฯ โดยมีเนื้อหามุงเนนใหผูเขารวมอบรมได

เรยีนรูเก่ียวกับสาระสําคัญของพระราชบัญญัติการจัดซื้อจัดจางและการบริหารพัสดุภาครัฐ พ.ศ. 2560 เขาใจเทคโนโลยี สินคา/

บรกิารดิจิทัล และแนวทางในการเขียน TOR อยางถูกตองและเหมาะสม พรอมทั้งฝกปฏิบัติการเขียน TOR สําหรับการจัดหา

สินคา/บรกิารดิจิทัล เพื่อใหจัดซื้อและตรวจรับไดงาย ศึกษารายละเอียดเพิ่มเติมไดที่ https://www.career4future.com/tor 

/5. หลักสูตร... 

ADMIN
Placed Image



5. หลักสูตรฝกอบรมเชิงปฏิบัติการ มาตรฐาน ISO/IEC 27001:2022 การรักษาความมั่นคงปลอดภัยสารสนเทศ

ขององคกร (ISO/IEC 27001:2022 Standard for Organization) อบรมระหวางวันที่ 25 - 27 มีนาคม 2569

ณ โรงแรมเซ็นจูรี่ พารค กรุงเทพฯ โดยมีเนื้อหามุงเนนการสรางความรูความเขาใจในการบริหารจัดการความมั่นคงปลอดภัย

สารสนเทศตามมาตรฐานISO/IEC 27001:2022 และฝกปฏิบัติการวิเคราะหบริบทและการประเมินความเสี่ยงดานความมั ่นคง

ปลอดภยัสารสนเทศ และจัดทํามาตรการลดความเสี่ยงทางเทคนิค โดยมุงเนนมาตรการใหมจากมาตรฐาน ISO/IEC 27001:2022 

เพื่อใหผูเขารับการอบรมสามารถนําความรูที่ไดรับไปปรับใชงานกับองคกรของตนเองไดอยางมีประสิทธิภาพ ศึกษารายละเอียด

เพ่ิมเติมไดที ่https://www.career4future.com/iso27001 

ในการนี้ สวทช. จึงขอเชิญทานหรือบุคลากรในสังกัดเขารวมฝกอบรมในหลักสูตรดังกลาว ตามวัน เวลา และ

สถานที่ขางตน โดยทานสามารถติดตอสอบถามรายละเอียดเพิ่มเติมไดที่ นายนิพัฒน เอี่ยมสมบูรณ หมายเลข

โทรศัพท 0 2644 8150 ตอ 81891 หรือ 08 9777 7492 ทั ้งนี้ ผู เขารวมอบรมจากหนวยงานราชการสามารถเบิก

คาลงทะเบียนจากตนสังกัดไดตามระเบียบกระทรวงการคลัง และไมถือเปนวันลาเมื่อไดรับการอนุมัติจากผูบังคับบัญชา 

และคาใชจายในการสงบุคลากรเขารวมอบรมของบริษัทหรือหางหุนสวนนิติบุคคลสามารถนําไปลดหยอนภาษีได 200%จึง

เรยีนมาเพื่อโปรดพิจารณา 

จึงเรียนมาเพื่อโปรดพิจารณา 

ขอแสดงความนับถือ 

 

 

(นางจุฬารัตน ตันประเสริฐ) 

รองผูอํานวยการ 

ปฏิบัติการแทนผูอํานวยการ 

สํานักงานพัฒนาวิทยาศาสตรและเทคโนโลยีแหงชาต ิ

 

 

 

 

 

 

สํานักงานกลาง 

สถาบนัพัฒนาบุคลากรแหงอนาคต 

โทรศัพท 0 2644 8150 ตอ 81891 (นิพัฒน) 

ไปรษณียอิเล็กทรอนิกส npd@nstda.or.th 



มุ่งเน้นการตรวจสอบและทดสอบเจาะระบบ
เพ่ือหาช่องโหว่เว็บแอปพลิเคชัน 

โดยใช้เครื่องมือในการตรวจสอบแบบเดียวกับแฮ็กเกอร์ (Hacker)
แต่เปน็การทดสอบระบบแบบมีจริยธรรมและถูกกฎหมาย

ฉบับแก้ไข วันที่ 7 ตุลาคม 2568 

W|AHS
Web Application Hacking and Security

หลักสูตรฝึกอบรมเชิงปฏิบัติการ
การทดสอบเจาะระบบและความมั่นคงปลอดภัยด้านเว็บแอปพลิเคชัน 

 เรียนรู้และเข้าใจสาระส าคัญด้านความปลอดภัยจากการโจมตีเว็บแอปพลิเคชัน 

 เรียนรู้มาตราการความม่ันคงปลอดภัยบน HTTP Security Header

 เรียนรู้แนวทางและวิธีการทดสอบเจาะระบบ Penetration Testing Methodologies

 เรียนรู้การทดสอบเจาะระบบ และแนวทางป้องกันรูปแบบการโจมตี บน 10 อันดับ

ความเส่ียงจาก OWASP 

 เข้าใจการทดสอบเจาะระบบในรูปแบบต่าง ๆ พร้อมการท ารายงานที่ถูกต้อง

 ฝึกปฏิบัติเข้มข้นในการทดสอบเจาะระบบในรูปแบบท่ีหลากหลาย

Key Highlights



ในปัจจุบันภัยคุกคามทางไซเบอร์จากแฮ็กเกอร์ (Hacker) หรือผู้ไม่ประสงค์ดียิ่งทวีความรุนแรงมากขึ้นเรื่อย ๆ โดยเฉพาะ
การโจมตีเว็บแอปพลิเคชัน ซึ่งเป็นช่องทางส าคัญในการเข้าถึงข้อมูลขององค์กร เป้าหมายของแฮ็กเกอร์อาจเป็นการขโมยข้อมูล
ส าคัญ ท าลายชื่อเสียงขององค์กร หรือเรียกร้องผลประโยชน์ในรูปแบบต่าง ๆ ส่งผลให้หน่วยงานภาครัฐและเอกชนได้รับความ
เสียหายอย่างมาก หลักสูตรนี้ถูกออกแบบมาเพ่ือสร้างความเข้าใจและความเชี่ยวชาญด้านความมั่นคงปลอดภัยของระบบ รวมถึง
สร้างความรู้ความสามารถในการตรวจสอบความมั่นคงปลอดภัยของเว็บแอปพลิเคชัน โดยมุ่งเน้นการตรวจสอบและทดสอบเจาะระบบ
เพ่ือหาช่องโหว่โดยใช้เครื่องมือในการตรวจสอบแบบเดียวกับที่แฮ็กเกอร์ (Hacker) ใช้ แต่เป็นการทดสอบระบบแบบมีจริยธรรมและถูกกฎหมาย 
ผู้เข้าอบรมจะได้พัฒนาทักษะในการป้องกันภัยทางไซเบอร์และช่วยให้องค์กรสามารถรับมือกับการโจมตีได้อย่างมีประสิทธิภาพ

หัวข้อ ชั่วโมง คร้ัง (วัน)

บรรยาย และกรณีศึกษา 9 1.5

ฝึกปฏิบัติการ (Workshop) 9 1.5

รวม 18 3

หมายเหตุ
• หากท่านต้องการยกเลิกการลงทะเบียน กรุณาแจ้งยืนยนัการยกเลิกเป็นลายลักษณ์อักษร อย่างน้อย 7 วันท าการก่อนวันจดังาน หากการแจ้ง

ยกเลิกล่าช้ากว่าเวลที่ก าหนดดังกล่าว ทางสถาบันฯ ขอสงวนสิทธ์ิหักค่าด าเนินการ คิดเป็นจ านวนเงนิ 30% จากค่าลงทะเบียนจ านวนเต็ม
• สถาบันพัฒนาบุคลากรแห่งอนาคต ขอสงวนสิทธ์ิในการเปลี่ยนแปลงเนื้อหาหลกัสูตร วิทยากร ตามความเหมาะสมและความจ าเป็น เพ่ือประโยชน์

สูงสุดของผู้เข้ารับการอบรม
• ผู้เข้าอบรมต้องมีเวลาเรยีนไม่ต ่ากวา่ 80% และท ากิจกรรมทกุหัวข้อของหลกัสตูร จึงจะได้รับวฒิุบัตรจากส านักงานพัฒนาวิทยาศาสตรแ์ละ

เทคโนโลยีแห่งชาติ (สวทช.)

สอบถามรายละเอียดเพ่ิมเติมได้ท่ี 0 2644 8150 ต่อ 81891 E-mail: npd@nstda.or.th

หลักสูตรฝึกอบรมเชงิปฏบิตัิการ การทดสอบเจาะระบบและความมัน่คงปลอดภยัดา้นเวบ็แอปพลิเคชนั 
Web Application Hacking and Security

หลักสตูรนีเ้หมาะส าหรบั

• นักพัฒนาโปรแกรมด้านเว็บแอพพลิเคชัน
• ผู้ดูแลระบบบ (System Administrator)

• นักทดสอบเจาะระบบ (Penetration Tester)

• ปรึกษาด้านความมั่นคงปลอดภัยสารสนเทศ 
(IT Security Consultant)

โครงสรา้งหลกัสตูร

หลักสูตรนี้เป็นหลักสูตรที่สร้างความรู้ความเข้าใจเก่ียวกับการทดสอบเจาะระบบและความมั่นคงปลอดภัยด้านเว็บแอปพลิเคชัน 
ตลอดจนฝึกปฏิบัติเพ่ือพัฒนาทักษะที่จ าเป็นอย่างเข้มข้น รวมจ านวน 18 ชั่วโมง / 3 วันท าการ

เนื้อหาหลกัสตูร ประกอบดว้ย

• Introduction to Web Application

• HTTP Security Headers

• Introduction to Web Application Security

• Penetration Testing Methodology

• Penetration Testing Framework

• Types of Web Penetration Testing

• Web Application Penetration Testing Tools

• Web Application Penetration Testing Checklist 

• Web Application Penetration Testing Certifications

• The Penetration Testing Process

• Web Application Proxies

• Using Hacking Tools

• Open Web Application Security Project (OWASP)

• OWASP TOP 10 2013: SQL Injection

• OWASP TOP 10 2013: Broken Authentication and 

Session Management 

• OWASP TOP 10 2013: Cross-site Scripting 

• OWASP TOP 10 2013: Security Misconfiguration 

• OWASP TOP 10 2017: XML External Entities (XXE) 

• OWASP TOP 10 2017: Insecure Deserialization

• OWASP TOP 10 2021: Insecure Design

• OWASP TOP 10 2021: Software and Data Integrity 

Failures

• OWASP TOP 10 2021: Server-Side Request Forgery

วิทยากรประจ าหลกัสตูร

อาจารย ์เจษฎา ทองกา้นเหลอืง
กรรมการผู้จดัการ
บริษัท ที-เน็ต ไอที โซลูชัน จ ากัด
• Certified Ethical Hacker (CEH)

• Certified Hacking Forensic Investigator (C|HFI)

• Certified Security Analyst (E|CSA)

• IT Specialist Certification (ITS): Cyber Security

ค่าลงทะเบยีน

ท่านละ 24,500 บาท (รวมภาษีมูลค่าเพ่ิมแล้ว)
• เฉพาะหน่วยงานภาครฐั และองค์กรของรัฐ 

ที่ไม่ใช่ธุรกิจและไม่แสวงหาก าไร จะได้รับการยกเว้นภาษีมูลค่าเพ่ิม
• โปรโมชั่นพิเศษ!!! ลงทะเบียนหน่วยงานเดยีวกันตั้งแต่ 2 ท่านข้ึนไป 

รับส่วนลดทันท ี10%

สถานทีอ่บรม

โรงแรมเซ็นจูรี ่พาร์ค กรุงเทพ
เลขที่ 9 ถนนราชปรารภ เขตราชเทวี 
กรุงเทพมหานคร

ระยะเวลาหลกัสตูร

อบรมระหว่างวันที ่28 - 30 มกราคม 2569
เวลา 9.00 - 16.00 น. (รวมระยะเวลา 3 วัน)

ศึกษารายละเอียดเพ่ิมเติมได้ที่ https://www.career4future.com/wahs

ฉบับแก้ไข วันที่ 7 ตุลาคม 2568 



PDPA

 เรียนรู้และเข้าใจสาระส าคญัของพระราชบญัญัติคุม้ครองข้อมูลส่วนบุคคล พ.ศ. 2562
 เตรียมความพร้อมในการจัดต้ังโครงสร้างการก ากับดูแลข้อมูลส่วนบุคคลและเตรียมความพร้อมในเร่ืองอ่ืนๆ 

ท่ีจ าเป็นตามท่ีกฎหมายก าหนด
 เจาะลึกมาตรฐาน มาตรการท่ัวไป และมาตรการด้านความม่ันคงปลอดภัยส าหรับการรักษาความม่ันคงปลอดภัย

ข้อมูลส่วนบุคคล
 การออกแบบระบบท่ีมีข้อมูลส่วนบุคคลให้มีความม่ันคงปลอดภัย (Privacy by Design) 

ตามเอกสาร GDPR Guidelines

 ฝึกปฏิบัติเข้มข้นจ านวน 8 Workshop เพ่ือเตรียมความพร้อมในเร่ืองพ้ืนฐานและจ าเป็น 
เพ่ือให้องค์กรมีความสอดคล้องตามท่ีกฎหมายก าหนดและมีความม่ันคงปลอดภัยเพียงพอ

หลักสูตรฝึกอบรมเชิงปฏิบัติการ
การด าเนินการให้สอดคล้องกับ พ.ร.บ. คุ้มครองข้อมูลส่วนบุคคล

มุ่งเน้นการปฏิบัติเพ่ือเตรียมความพร้อมส าหรับองคก์รโดยทั่วไป
เพ่ือให้สามารถด าเนินการได้อย่างสอดคล้องกบั 
พ.ร.บ. คุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562

Personal Data Protection Act - Compliance Workshop

Key Highlights

รุ่นที่ 7

รหัสหลกัสตูร CU6502020017
หลักสูตรนี้ผ่านการรบัรองจาก ส านักงานคณะกรรมการดจิิทัลเพ่ือเศรษฐกิจและสงัคมแหง่ชาต ิ(สดช.) EXP 2026-07-19

ฉบับแก้ไข วันท่ี 7 ตุลาคม 2568



ด้วยความก้าวหน้าทางเทคโนโลยีสารสนเทศและการสื่อสาร ท าให้ทุกหน่วยงานมีการเก็บข้อมูลส่วนบุคคลของผู้รับบริการจ านวนมากที่อยู่ในระบบงาน
ต่างๆ และมีการก ากับดูแลข้อมูลอย่างไม่ถูกต้องชัดเจน ท าให้ปัจจุบันมีการล่วงละเมิดสิทธิความเป็นส่วนตัวของข้อมูลส่วนบุคคลเป็นจ านวนมากจนสร้าง
ความเดือดร้อนร าคาญหรือความเสียหายให้แก่เจ้าของข้อมูลส่วนบุคคล ประกอบกับความก้าวหน้าของเทคโนโลยีท าให้การเก็บรวบรวม ใช้ หรือเปิดเผย
ข้อมูลส่วนบุคคลอันเป็นการล่วงละเมิดดังกล่าว ท าได้โดยง่าย สะดวก และรวดเร็ว ก่อให้เกิดความเสียหายต่อเศรษฐกิจโดยรวม จึงสมควรก าหนดให้มี
กฎหมายว่าด้วยการคุ้มครองข้อมูลส่วนบุคคลเป็นการทั่วไปข้ึน เพ่ือก าหนดหลักเกณฑ์ กลไก หรือมาตรการก ากับดูแลเก่ียวกับการให้ความคุ้มครองข้อมูล
ส่วนบุคคลที่เป็นหลักการทั่วไป 

ในสหภาพยุโรป ได้มีการออกกฎหมาย GDPR (General Data Protection Regulation) ซ่ึงเป็นกฎหมายคุ้มครองข้อมูลส่วนบุคคล มีผลบังคับใช้
เมื่อวันที่ 25 พฤษภาคม พ.ศ. 2561 ส าหรับประเทศไทย ได้ออกพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 มาบังคับใช้เมื่อวันที่ 
27 พฤษภาคม 2562 โดยเป็นกฎหมายที่มีความสอดคล้องกับกฎหมาย GDPR ของสหภาพยุโรปเพ่ือให้เป็นมาตรฐานเดียวกัน และจะมีผลบังคับใช้งาน
อย่างแท้จริงไม่เกินกลางปี พ.ศ. 2565 นี้ 

ดังนั้นเพ่ือเป็นการเตรียมองค์กรให้มีความพร้อมที่จะปฏิบัติตามกฎหมาย เพ่ือป้องกันการละเมิดข้อมูลส่วนบุคคล ไม่ว่าจะโดยตั้งใจหรือไม่ตั้งใจก็ตาม 
อันจะน าสู่การฟอ้งร้องด าเนินคดีโดยเจ้าของข้อมูลส่วนบุคคล และเพ่ือเตรียมความพร้อมด้านการรักษาความมั่นคงปลอดภัยต่อข้อมูลส่วนบุคคล 
หลักสูตรนี้จึงถูกออกแบบมาเพ่ือมุ่งเน้นให้ผู้เข้ารับการฝึกอบรมมีความรู้ ความเข้าใจ ตลอดจนทักษะที่จ าเป็นอย่างครบถ้วนเพ่ือให้สามารถด าเนินการ
ได้อย่างสอดคล้องกับกฎหมายคุ้มครองข้อมูลส่วนบุคคล

หัวข้อ ชั่วโมง ครั้ง (วัน)

บรรยาย และกรณีศึกษา 9 1.5

ฝึกปฏิบัติการ (Workshop) 9 1.5

รวม 18 3

หมายเหตุ
• หากท่านต้องการยกเลิกการลงทะเบียนกรณุาแจ้งยืนยนัการยกเลิก เป็นลายลักษณ์อักษร อย่างน้อย 7 วันท าการก่อนวันจดังาน หากการแจ้ง

ยกเลิกล่าช้ากว่าเวลที่ก าหนดดังกล่าว ทางสถาบันฯ ขอสงวนสิทธ์ิหักค่าด าเนินการ คิดเป็นจ านวนเงนิ 30% จากค่าลงทะเบียนจ านวนเต็ม
• สถาบันพัฒนาบุคลากรแห่งอนาคต ขอสงวนสิทธ์ิในการเปลี่ยนแปลงเนื้อหาหลกัสูตร วิทยากร ตามความเหมาะสมและความจ าเป็น เพ่ือประโยชน์

สูงสุดของผู้เข้ารับการอบรม
• ผู้เข้าอบรมต้องมีเวลาเรยีนไม่ต ่ากวา่ 80% และท ากิจกรรมทกุหัวข้อของหลกัสตูร จึงจะได้รับวฒิุบัตรจากส านักงานพัฒนาวิทยาศาสตรแ์ละ

เทคโนโลยีแห่งชาติ (สวทช.)

สอบถามรายละเอียดเพ่ิมเติมได้ท่ี 0 2644 8150 ต่อ 81891 E-mail: npd@nstda.or.th

หลักสูตรฝึกอบรมเชงิปฏบิตัิการ
การด าเนนิการใหส้อดคลอ้งกบั พ.ร.บ. คุ้มครองขอ้มูลสว่นบคุคล รุ่นที่ 7

(Personal Data Protection Act - Compliance Workshop: PDPA)

หลักสตูรนีเ้หมาะส าหรบั

• ผู้ควบคุมข้อมูลส่วนบุคคล (Data Controller)
• ผู้ประมวลผลขอ้มลูส่วนบุคคล (Data Processor)
• เจ้าหน้าที่คุ้มครองขอ้มูลส่วนบุคคล (Data Protection Officer)
• ผู้บริหารและผูจ้ัดการทีป่ฏิบัตงิานเก่ียวข้องกับขอ้มลูส่วนบคุคล
• ผู้ปฏิบัติงานที่เก่ียวข้องกับการก ากับดูแลให้เป็นไปตามที่กฎหมายและ

ระเบียบข้อบังคับก าหนด
• ผู้ปฏิบัติงานด้านกฎหมาย
• ผู้ตรวจสอบภายใน
• ผู้จัดการและผู้ปฏิบัติงานด้านไอที
• ผู้ที่สนใจทั่วไป เก่ียวกับการปฏบิัติทีจ่ าเป็นตามที่กฎหมายก าหนด

โครงสรา้งหลกัสตูร

หลักสูตรนี้เป็นหลักสูตรที่ให้ความรู้และความเข้าใจเก่ียวกับกฎหมายคุ้มครองข้อมูลส่วนบุคคล การปฏิบัติตามให้สอดคล้องกับความต้องการของกฎหมาย 
มาตรการทั่วไปที่จ าเป็นและมาตรการด้านความมั่นคงปลอดภัยสารสนเทศที่องค์กรต้องน ามาปรับใช้งาน ตลอดจนฝึกปฏิบัติเพ่ือพัฒนาทักษะที่จ าเป็น
อย่างเข้มข้น รวม 18 ชั่วโมง / 3 วันท าการ

เนื้อหาหลกัสตูร ประกอบดว้ย

• สาระส าคัญของพระราชบัญญัติคุ้มครองข้อมูลสว่นบคุคล พ.ศ. 2562
• ส่ิงที่องค์กรต้องปฏิบัติตามเพ่ือให้สอดคลอ้งกับกฎหมาย
• โครงสร้างของหน่วยงานก ากับดูแลขอ้มลูส่วนบุคคล บทบาท และ

หน้าที่ความรับผิดชอบ
• นโยบายและแนวปฏิบตัิการคุ้มครองขอ้มูลส่วนบุคคล
• ทะเบียนข้อมูลสว่นบุคคลและ Workflow การไหลของข้อมูลส่วนบุคคล
• การขอความยินยอมและการขอใช้สิทธ์ิโดยเจ้าของข้อมูลส่วนบุคคล
• มาตรฐานและมาตรการส าหรบัการรกัษาความมัน่คงปลอดภัยของ

ข้อมูลส่วนบุคคล
• การออกแบบระบบที่มีข้อมลูส่วนบุคคลให้มีความมัน่คงปลอดภัย 

(Privacy by Design)
• การประเมินความเสีย่งทีเ่ก่ียวข้องกบัข้อมูลสว่นบุคคล 
• การประเมินด้านความมัน่คงปลอดภัยสารสนเทศของระบบงานที่

เก่ียวข้องกับขอ้มลูส่วนบุคคล
• การรับมือกับการละเมิดความมัน่คงปลอดภัยของข้อมูลส่วนบุคคล 
• การวิเคราะห์กรณีศกึษา

ค่าลงทะเบยีน

ท่านละ 24,500 บาท (รวมภาษีมูลค่าเพ่ิมแล้ว)
• เฉพาะหน่วยงานภาครัฐ และองค์กรของรัฐ 

ท่ีไม่ใช่ธุรกิจและไม่แสวงหาก าไร จะได้รับการยกเว้นภาษีมูลค่าเพ่ิม
• โปรโมชั่นพิเศษ!!! ลงทะเบียนหน่วยงานเดียวกันตั้งแต่ 2 ท่านขึ้นไป 

รับส่วนลดทันที 10%

สถานที่อบรม

โรงแรมเซ็นจูรี ่พาร์ค กรุงเทพ
เลขที่ 9 ถนนราชปรารภ เขตราชเทวี 
กรุงเทพมหานคร

ระยะเวลาหลกัสตูร

ระหว่างวันที่ 11 - 13 มีนาคม 2569
เวลา 9.00 - 16.00 น. (รวมระยะเวลาอบรม จ านวน 3 วัน)

ศึกษารายละเอียดเพ่ิมเติมได้ท่ี https://www.career4future.com/pdpa

ฉบับแก้ไข วันท่ี 7 ตุลาคม 2568

วิทยากรประจ าหลกัสตูร

ดร. บรรจง หะรงัษี
รองกรรมการผูจั้ดการและทีป่รกึษาด้านความมัน่คง
ปลอดภัยระบบสารสนเทศ บริษัท ที-เน็ต จ ากัด

ดร. ดวงกมล ทรัพยพิ์ทยากร
ผู้เชี่ยวชาญและผู้ตรวจสอบด้านความมั่นคงปลอดภัย
สารสนเทศ ความมั่นคงปลอดภัยไซเบอร ์และด้านการ
คุ้มครองข้อมลูสว่นบคุคล บริษัท ที-เน็ต จ ากัด



ITA
IT Audit for Non - IT Auditor Masterclass

การบูรณาการ IT Audit และ General Audit ให้เป็นหนึ่งเดียว
เพ่ือเพ่ิมประสิทธิภาพการตรวจสอบที่ยั่งยืน

หลักสูตรนี้ได้รับการออกแบบตามมาตรฐานการประกันคุณภาพส าหรับการจัดฝึกอบรมและการศึกษา ISO 10015

หลักสูตรนี้เหมาะส าหรบั
• ผู้ตรวจสอบภายในจากหน่วยงานภาครัฐ รัฐวิสาหกิจ และภาคเอกชน
• ผู้บริหารระดับกลางท่ีเก่ียวข้องกับกระบวนการตรวจสอบ
• บุคคลสาขาอาชพีอ่ืนท่ีสนใจเป็นผู้ตรวจสอบภายใน และผู้ตรวจสอบด้านเทคโนโลยีสารสนเทศ
• บุคคลท่ัวไปท่ีมีความสนใจในกระบวนการตรวจสอบภายใน และการบริหารเชงิรุก

วิทยากรผูเ้ชี่ยวชาญ

ฉบับแก้ไข วันท่ี 7 ตุลาคม 2568

วันที่ 16 - 20 มีนาคม 2569 ณ. โรงแรมเซ็นจูร่ี พาร์ค กรุงเทพ

อาจารย์ภิญโญ ตรีเพชราภรณ์
ผู้อ านวยการฝ่ายก ากับและตรวจสอบความเส่ียง
ด้านเทคโนโลยีสารสนเทศ
ธนาคารแห่งประเทศไทย

อาจารย์พิทกัษพ์งษ ์อินเสือ
ผู้จัดการฝ่ายฝึกอบรม/
ผู้ตรวจประเมินระบบมาตรฐาน
URS Thailand

ดร. บรรจง หะรังษี
รองกรรมการผู้จัดการ และ
ท่ีปรึกษาด้านความม่ันคงปลอดภัยระบบสารสนเทศ 
บริษัท ที-เน็ต จ ากัด

ดร. ชยากร ปิยะบัณฑติกลุ
ประธานเจ้าหน้าท่ีบริหาร
บริษัท ไอเซ็ม จ ากัด

อาจารย์เมธา สุวรรณสาร
ผู้เชี่ยวชาญการตรวจสอบเทคโนโลยีสารสนเทศ
อดีตนายกสมาคมความมั่นคงปลอดภัยระบบสารสนเทศ
(TISA)

รุ่นที่ 21



ปัจจุบันเทคโนโลยีสารสนเทศเข้ามามีบทบาทในกระบวนการด าเนินธุรกิจในทุกภาคส่วนทั้งหน่วยงานภาครัฐและเอกชน ผู้ตรวจสอบ
ด้านเทคโนโลยีสารสนเทศ (IT Auditor) จึงมีบทบาทส าคัญในการช่วยประเมินและควบคุมความเสี่ยงด้านเทคโนโลยีสารสนเทศของ
หน่วยงาน ในทางปฏิบัติพบว่าบุคลากรที่ท าหน้าที่ตรวจสอบและประเมินความเสี่ยงด้านเทคโนโลยีสารสนเทศส่วนมากเป็นผู้ตรวจสอบ
ภายในทั่วไปที่ไม่มีพ้ืนฐานความรูด้้านเทคโนโลยีสารสนเทศ ขาดทักษะ ความรู้ ความเข้าใจองค์ความรู้และเครื่องมือต่างๆ ที่ช่วยใน
การตรวจสอบระบบเทคโนโลยีสารสนเทศ รวมถึงการจัดท ารายงานเสนอแนะเพ่ือควบคุมความเสี่ยงด้านเทคโนโลยีสารสนเทศขององค์กร

หลักสูตร IT Audit for Non - IT Auditor Masterclass มุ่งเน้นเสริมสร้างศักยภาพของผู้ตรวจสอบภายในให้มีความรูค้วามเข้าใจ 
ขั้นตอน กระบวนการการตรวจสอบความเสี่ยงด้านเทคโนโลยี เรียนรู้มาตรฐานต่างๆ และเครื่องมือที่เก่ียวข้อง เพ่ือหลอมรวม
การตรวจสอบทั่วไปและการตรวจสอบด้านเทคโนโลยีสารสนเทศเข้าไว้ด้วยกันเป็น Integrated Auditing

หัวข้อ ชั่วโมง คร้ัง (วัน)
บรรยาย และกรณีศึกษา 18 3

ฝึกปฏิบัติการ (Workshop) 12 2

รวม 30 5

หมายเหตุ
• หากท่านต้องการยกเลิกการลงทะเบียนกรณุาแจ้งยืนยนัการยกเลิก เป็นลายลักษณ์อักษร อย่างน้อย 7 วันท าการก่อนวันจดังาน หากการแจ้ง

ยกเลิกล่าช้ากว่าเวลที่ก าหนดดังกล่าว ทางสถาบันฯ ขอสงวนสิทธ์ิหักค่าด าเนินการ คิดเป็นจ านวนเงนิ 30% จากค่าลงทะเบียนจ านวนเต็ม
• สถาบันพัฒนาบุคลากรแห่งอนาคต ขอสงวนสิทธ์ิในการเปลี่ยนแปลงเนื้อหาหลกัสูตร วิทยากร ตามความเหมาะสมและความจ าเป็น เพ่ือประโยชน์

สูงสุดของผู้เข้ารับการอบรม
• ผู้เข้าอบรมต้องมีเวลาเรยีนไม่ต ่ากวา่ 80% และท ากิจกรรมทกุหัวข้อของหลกัสตูร จึงจะได้รับวฒิุบัตรจากส านักงานพัฒนาวิทยาศาสตรแ์ละ

เทคโนโลยีแห่งชาติ (สวทช.)

สอบถามรายละเอียดเพ่ิมเติมได้ท่ี 0 2644 8150 ต่อ 81891, 81898 E-mail: npd@nstda.or.th

หลักสูตร IT Audit for Non - IT Auditor Masterclass รุ่นที่ 21

สิ่งที่จะไดร้บั

• ความรู้ ความเข้าใจในบทบาทหน้าที่ และความรับผิดชอบ
ของผู้ตรวจสอบด้านเทคโนโลยีสารสนเทศตามหลักการ
บริหารความเสี่ยงยุคใหม่

• ความรู้ ความเข้าใจขั้นตอน และกระบวนการการตรวจสอบ
ด้านเทคโนโลยีตามหลักการบริหารความเสี่ยง

• แนวทางการวางแผนการตรวจสอบภายในตามหลักการ
บริหารความเสี่ยงทั่วไปและด้านเทคโนโลยีสารสนเทศ
ที่มีผลกระทบต่อการบรรลุวัตถุประสงค์ขององค์กร

• แนวปฎิบัติงานตรวจสอบเทคโนโลยีสารสนเทศ
โดยใช้เทคนิคการตรวจสอบและมาตรฐานที่เก่ียวข้อง

หลักสูตรนีเ้หมาะส าหรบั

• ผู้ตรวจสอบภายในจากหน่วยงานภาครฐั รัฐวิสาหกิจ 
และภาคเอกชน

• ผู้บริหารระดับกลางที่เก่ียวข้องกับกระบวนการตรวจสอบ
• บุคคลสาขาอาชพีอ่ืนที่สนใจเป็นผู้ตรวจสอบภายใน 

และผู้ตรวจสอบด้านเทคโนโลยีสารสนเทศ
• บุคคลทั่วไปที่มีความสนใจในกระบวนการตรวจสอบภายใน 

และการบริหารเชิงรุก

ค่าลงทะเบยีน

ท่านละ 21,400 บาท (รวมภาษีมูลค่าเพ่ิมแล้ว)
• เฉพาะหน่วยงานภาครฐั และองค์กรของรัฐ 

ที่ไม่ใช่ธุรกิจและไม่แสวงหาก าไร จะได้รับการยกเว้นภาษีมูลค่าเพ่ิม

โครงสรา้งหลักสตูร

หลักสูตรนี้เป็นหลักสูตรที่ให้ความรู้และความเข้าใจเก่ียวกับ บทบาทของการบริหารและการจัดการ การตรวจสอบด้านเทคโนโลยีสารสนเทศ
ตามหลักการบริหารความเสี่ยงยุคใหม่ได้ สามารถปฏิบัติงานการตรวจสอบเทคโนโลยีสารสนเทศตามมาตรฐานและเทคนิคการตรวจสอบ
ที่เก่ียวข้อง เพ่ือสนองความต้องการของผู้บริหารทุกระดับได้ สามารถวางแผนการตรวจสอบตามหลักการบรหิารความเสี่ยงทั่วไป 
และทางด้านเทคโนโลยีสารสนเทศที่มีผลกระทบต่อการบรรลุวัตถุประสงค์ขององค์กรได้อย่างมั่นใจ รวม 30 ชั่วโมง / 5 วันท าการ

เนื้อหาหลักสูตร ประกอบดว้ย

• เทคโนโลยีสารสนเทศส าหรับผู้ตรวจสอบ
• บทบาทหน้าที่ของผู้ตรวจสอบด้านเทคโนโลยีสารสนเทศ 

(IT Auditor)
• การตรวจสอบเทคโนโลยีสารสนเทศตามหลักธรรมาภิบาล
• แนวปฏิบัติงานตรวจสอบด้านเทคโนโลยีสารสนเทศ
• ISO 27001:2013 กับการบริหารความเส่ียงเทคโนโลยี

สารสนเทศ
• แนวทางการตรวจประเมินตามมาตรฐาน ISO/IEC 19011:2011 

และประสบการณ์การตรวจสอบ ด้านเทคโนโลยีสารสนเทศ
• Integrated Audit in Practice

สถานที่อบรม

โรงแรมเซ็นจูรี่ พาร์ค กรุงเทพ
เลขที่ 9 ถนนราชปรารภ เขตราชเทวี 
กรุงเทพมหานคร

ระยะเวลาหลักสตูร

ระหว่างวันที่ 16-20 มีนาคม 2569
เวลา 9.00 - 16.00 น. (รวมระยะเวลาอบรม จ านวน 5 วัน)

ศึกษารายละเอียดเพ่ิมเติมได้ท่ี https://www.career4future.com/ita

การบูรณาการ IT Audit และ General Audit ให้เป็นหนึง่เดยีว
เพ่ือเพ่ิมประสิทธภิาพการตรวจสอบทีย่ั่งยืน

ฉบับแก้ไข วันท่ี 7 ตุลาคม 2568



 เรียนรู้และเข้าใจสาระสําคัญของพระราชบัญญัติการจัดซ˓ือจดัจ้าง
และการบริหารพัสดุภาครัฐ พ.ศ. 2560 

 เข้าใจเทคโนโลยี สินค้า/บรกิารดิจิทัล และแนวทางในการเขียน TOR 
อย่างถูกต้องและเหมาะสม 

 ฝ˥กปฏิบัติเข้มข้น การเขียน TOR การจัดหาสินค้า/บรกิารดิจิทลั
เพˑือให้จัดซ˓ือและตรวจรับได้ง่าย 

Terms of Reference (TOR) Writing Guide 
for Purchasing Digital Devices and Services 

Key Highlights 

ฉบับแก้ไข วันทˑี 15 ตุลาคม 2568 

“มุ่งเน้นการเขียน TOR เพˑือจัดหาสินคา้/บริการดิจทิลั ให้จัดซื˓อและตรวจรับไดง้่าย” 

หลักสูตรฝ˥กอบรมเชิงปฏิบัติการ
การเขียนข้อกําหนดและขอบเขตงาน 
สําหรับสินค้า/บริการดิจิทัล ให้จัดซ˓ือและตรวจรับได้ง่าย รุ่นทีˑ 7 



ในปˏจจุบันวิทยาศาสตร์และเทคโนโลยีมีความก้าวหน้าเป˞นอย่างมาก มีความสําคัญต่อการทํางานในยุคเศรษฐกิจดิจิทัล 
ทˑีต้องพˑึงพาระบบงานทˑีทันสมัย รวดเร็ว เข้าถึงได้ง่าย ประกอบกับรัฐบาลมีนโยบายทˑีจะแปรรูปบริการของรัฐท˓ังหมดให้เป˞นรัฐบาลดิจิทัล
ในปx 2566-2570 หน่วยงานรัฐทุกหน่วยจึงต้องปรับตัวเพˑือให้สามารถตอบสนองต่อสังคมเศรษฐกิจดิจิทัลได้อย่างทันท่วงที 
โดยในการให้บริการต่าง ๆ ทˑีกล่าวมาน˓ี จะต้องมีเครืˑองมือทˑีทันสมัยและใช้งานได้อย่างมีประสิทธิภาพสูงสุด สามารถตอบสนอง
การเปลˑียนแปลงได้อย่างต่อเนˑือง ซˑึงหน่วยงานภาครัฐจําเป˞นต้องจัดหาสินค้า/บริการดิจิทัลทˑีจะนํามาใช้เพˑือตอบสนองงานต่าง ๆ 
ผ่านการจดัซ˓ือ จ้าง เช่า อยู่เป˞นจํานวนมาก  

ดังน˓ันเพˑือให้การจัดซ˓ือ จ้าง เช่า สินค้า/บริการดิจิทัล เป˞นไปอย่างเหมาะสมและตรวจรับได้ง่าย โดยคํานึงถึงวัตถุประสงค์ของ
การใช้งานเป˞นสําคัญ หลักสูตรน˓ีจึงถูกพัฒนาขึ˓น เพˑือให้ผู้บริหาร เจ้าหน้าทีˑ และผู้มีส่วนเกˑียวข้องกับการจัดซ˓ือจัดจ้างและการบริหารพัสดุ
ภาครัฐทˑีจําเป˞นต้องจัดหาสินค้า/บริการดิจิทัล ได้มีความรู้ ความเข้าใจ ตลอดจนทักษะทˑีจําเป˞น สามารถดําเนินการจัดหาสินค้า/บริการ
ดิจิทัลได้อย่างเหมาะสม ตรงตามวัตถุประสงค์การใช้งาน และช่วยลดปˏญหาในการพิจารณาตรวจรบั 

คร˓ัง (วัน) ชัˑวโมง หัวข้อ 
1 6 บรรยาย และกรณีศึกษา 

1 6 ฝ˥กปฏิบัติการ (Workshop)

2 12 รวม 

หมายเหต ุ
• หากท่านต้องการยกเลิกการลงทะเบียนกรุณาแจ้งยืนยันการยกเลิก เป˞นลายลักษณ์อักษร อย่างน้อย 7 วันทําการก่อนวันจัดงาน 

หากการแจ้งยกเลิกล่าช้ากว่าเวลทีˑกําหนดดังกล่าว ทางสถาบันฯ ขอสงวนสทิธิ˛หักค่าดําเนินการ คิดเป˞นจํานวนเงิน 30% จากค่าลงทะเบียนจํานวนเต็ม 
• สถาบันพัฒนาบุคลากรแห่งอนาคต ขอสงวนสิทธ̨ิในการเปลีˑยนแปลงเน˓ือหาหลักสูตร วิทยากร ตามความเหมาะสมและความจําเป˞น เพˑือประโยชน์สูงสุด

ของผู้เข้ารับการอบรม 
• ผู้เข้าอบรมตอ้งมีเวลาเรียนไม่ตํˑากวา่ 80% และทํากิจกรรมทุกหัวข้อของหลักสูตร จึงจะได้รับวุฒิบัตรจากสํานักงานพัฒนาวทิยาศาสตร์และเทคโนโลยี

แหง่ชาติ (สวทช.)

สอบถามรายละเอียดเพˑิมเติมไดท้ีˑ 085-211-9709, 084-051-3564 E-mail: npd@nstda.or.th

หลักสตูรฝ˥กอบรมเชงิปฏบิตัิการ
การเขยีนข้อกาํหนดและขอบเขตงาน สําหรบัสนิค้า/บรกิารดจิทิลั ให้จัดซื˓อและตรวจรบัไดง้า่ย รุ่นทีˑ 6 

(Terms of Reference (TOR) Writing Guide for Purchasing Digital Devices and Services)

หลักสตูรนีเ˓หมาะสาํหรบั
 
• ผู้บริหารและบุคลากรทˑีเกีˑยวขอ้งกับการจัดซ˓ือจัดหาสินค้า/

บริการดิจิทัล 
• ผู้ให้บริการตรวจสอบและรับรองสินค้า/บรกิารดจิทัิล 
• ผู้ขายสินค้าและผู้ให้บริการดิจิทัล 
• ผู้สนใจทˑัวไปทˑีมีโอกาสเป˞นคณะกรรมการจัดซ˓ือตรวจรับ 

โครงสรา้งหลกัสตูร 
 
หลักสูตรน˓ีเป˞นหลักสูตรทˑีสร้างความรู้ความเข้าใจเกีˑยวกับการเขียน TOR สําหรับการจัดซ˓ือจัดจ้างสินค้า/บริการดิจิทัลอย่างเหมาะสม 
และถูกต้องตามพระราชบัญญัติการจัดซื˓อจัดจ้างและการบริหารพัสดุภาครัฐ พ.ศ. 2560 ตลอดจนฝ˥กปฏิบัติเพˑือพัฒนาทักษะทˑีจําเป˞น
ในการเขียน TOR อย่างเข้มข้น เพˑือให้สามารถจัดซ˓ือและตรวจรับได้ง่าย รวมจํานวน 12 ชˑัวโมง / 2 วันทําการ 

เนื˓อหาหลกัสตูร ประกอบดว้ย
 
• กฎหมายทˑีเกีˑยวข้องกับการจัดซ˓ือจัดจ้าง  
• รู้จักสินค้า/บริการดิจิทัล และเทคโนโลยีขั˓นสงู 
• การเขียน TOR อย่างไรใหจ้ัดซ˓ือ/ตรวจรับ ได้ง่าย 
• การเขียน TOR ให้ใช้ประโยชน์ได้จริงในระยะยาว 
• Workshop 1 ฝ˥กปฏิบัติเขียน TOR เบื˓องต้น (กรณศีึกษา) 
• Workshop 2 ฝ˥กปฏิบัตเิขียน TOR เพˑือใช้งานจริง (ตัวอย่างจริง) 

วิทยากรประจาํหลกัสตูร 
 

ดร. กมล เอื˓อชนิกุล 
ผู้จัดการ สถาบันประเมินและรับรองเทคโนโลยีดิจิทลั (DTEC)
ศูนย์เทคโนโลยีอิเล็กทรอนิกส์และคอมพิวเตอร์แห่งชาติ (NECTEC) 
 

คุณสมเดช แสงสรุศกัดิ ̨
ผู้เชˑียวชาญวิจัย งานวิศวกรรมซอฟต์แวร์และทดสอบผลิตภัณฑ ์(SEPT)
ฝ˳ายสนับสนุนบริการทางวิศวกรรมและเทคโนโลยี (TSS)
ศูนย์เทคโนโลยีอิเล็กทรอนิกส์และคอมพิวเตอร์แห่งชาติ (NECTEC)

ผู้แทนจาก  
กรมบัญชีกลาง/สาํนักงานคลังจังหวัด

คา่ลงทะเบยีน 
 
ท่านละ 9,900 บาท (ยังไม่รวมภาษีมูลค่าเพˑิม) 
• เฉพาะหน่วยงานภาครัฐ และองค์กรของรัฐ 

ทีˑไม่ใช่ธรุกิจและไม่แสวงหากําไร จะได้รับการยกเว้นภาษีมูลค่าเพˑิม 

ศึกษารายละเอยีดเพˑิมเตมิได้ทˑี https://www.career4future.com/tor 

ฉบับแก้ไข วันทˑี 15 ตุลาคม 2568 

สถานทีอˑบรม 
 
โรงแรมเซ็นจูรีˑ พาร์ค กรุงเทพ 
เลขทˑี 9 ถนนราชปรารภ เขตราชเทวี กรุงเทพมหานคร

ระยะเวลาหลกัสตูร 
 
ระหว่างวันทˑี 23 - 24 กุมภาพันธ์ 2569 
เวลา 9.00 - 16.00 น. (รวมระยะเวลาอบรม จํานวน 2 วัน) 



ISO27001

 เรียนรู้และเข้าใจสาระส าคัญของมาตรฐาน ISO/IEC 27001:2022

 เข้าใจมาตรการควบคุมความเส่ียงและการจัดการความเส่ียงด้านความม่ันคงปลอดภัยสารสนเทศ

 สามารถประยุกต์ใช้มาตรการควบคุมความเส่ียง จากมาตรฐาน ISO/IEC 27002:2022

 ฝึกปฏิบัติเข้มข้น 8 Workshop และแนะน าเคร่ืองมือพร้อมการติดตั้งเพ่ือการใช้งาน 

หลักสูตรฝึกอบรมเชิงปฏิบัติการ
มาตรฐาน ISO/IEC 27001:2022 กับการรักษาความมั่นคงปลอดภัยสารสนเทศขององค์กร

ISO/IEC 27001:2022 Standard for Organization

Key Highlights

ฉบับแก้ไข วันท่ี 7 ตุลาคม 2568

มุ่งเน้นการฝึกปฏิบัติการจัดตั้งระบบบริหารจัดการความมั่นคงปลอดภัยสารสนเทศ
และการจัดท าระบบสารสนเทศให้สอดคล้องตามมาตรการใหม่ในมาตรฐาน ISO/IEC 27001:2022



ปัจจุบันประเด็นด้านการรกัษาความมั่นคงปลอดภัยสารสนเทศและความมั่นคงปลอดภัยไซเบอรเ์ป็นประเด็นทีห่ลายองค์กรให้ความส าคัญ เนื่องจาก
เทคโนโลยีและรูปแบบภัยคุกคามที่มีการพัฒนาอย่างต่อเนื่อง ประกอบกับการบังคับใช้กฎหมายต่าง ๆ ที่เกี่ยวข้อง เช่น พ.ร.บ. ว่าด้วยการ
ประกอบธรุกรรมทางอิเล็กทรอนิกส,์ พ.ร.บ.ว่าด้วยการกระท าความผิดเก่ียวกับคอมพิวเตอร,์ พ.ร.บ. การรักษาความมั่นคงปลอดภัยไซเบอร ์และ พ.ร.บ.
คุ้มครองข้อมูลส่วนบคุคล ซ่ึงหลาย ๆ ข้อบังคับนั้น มีเนื้อหาอ้างอิงมาจากมาตรฐาน ISO/IEC 27001 ซ่ึงมาตรฐานนี้มุ่งให้ความส าคัญกับการรักษา
ความมั่นคงปลอดภัยต่อสารสนเทศขององค์กร ที่หน่วยงานหรือองค์กรต่าง ๆ ทั้งภายในประเทศและในระดับนานาชาติล้วนให้การยอมรับอย่าง
แพร่หลาย 
และมีการน ามาประยุกต์ใช้งานเพ่ิมมากข้ึนเรื่อย ๆ จนถึงข้ันน าไปสู่การขอการรับรองตามมาตรฐานดังกล่าว โดยหน่วยงานผู้ตรวจรับรอง 
(Certification Body) ผู้ที่เก่ียวข้องภายในทางเทคนิค ได้แก่ ผู้บริหารด้านเทคโนโลยีสารสนเทศ ผู้ดูแลระบบ ผู้ดูแลเครือข่าย ผู้พัฒนาระบบ 
Helpdesk ผู้ตรวจสอบภายใน และอ่ืน ๆ ควรที่จะได้ท าการศึกษา เรียนรู้ และท าความเข้าใจในมาตรฐานดังกล่าว จนกระทั่งสามารถน ามาปรับใช้กับ
งานบริหารจัดการระบบเทคโนโลยีสารสนเทศของตนได้เป็นอย่างดี ปัจจุบันมาตรฐาน ISO/IEC 27001 ได้มีการปรับปรุงเป็นเวอร์ชั่น 2022 มีการ
ปรับปรุงมาตรการควบคุมความเส่ียงให้ครอบคลมุด้านความมัน่คงปลอดภัยทางไซเบอรม์ากข้ึน และสอดคล้องกับ NIST Cybersecurity Framework

หัวข้อ ชั่วโมง ครั้ง (วัน)

บรรยาย และกรณีศึกษา 6 1

ฝึกปฏิบัติการ (Workshop) 12 2

รวม 18 3

หมายเหตุ
• หากท่านต้องการยกเลิกการลงทะเบียนกรุณาแจ้งยืนยันการยกเลิก เป็นลายลักษณ์อักษร อย่างน้อย 7 วันท าการก่อนวันจัดงาน หากการแจ้งยกเลิก

ล่าช้ากว่าเวลที่ก าหนดดังกล่าว ทางสถาบันฯ ขอสงวนสิทธ์ิหักค่าด าเนินการ คิดเป็นจ านวนเงิน 30% จากค่าลงทะเบียนจ านวนเต็ม
• สถาบันพัฒนาบุคลากรแห่งอนาคต ขอสงวนสิทธ์ิในการเปลี่ยนแปลงเนื้อหาหลักสูตร วิทยากร ตามความเหมาะสมและความจ าเป็น เพ่ือประโยชน์สูงสุด

ของผู้เข้ารับการอบรม
• ผู้เข้าอบรมต้องมีเวลาเรยีนไม่ต ่ากวา่ 80% และท ากิจกรรมทกุหัวข้อของหลกัสตูร จึงจะได้รับวฒิุบัตรจากส านักงานพัฒนาวิทยาศาสตรแ์ละ

เทคโนโลยีแห่งชาติ (สวทช.)

สอบถามรายละเอียดเพ่ิมเติมได้ท่ี 0 2644 8150 ต่อ 81891 E-mail: npd@nstda.or.th

หลักสูตรฝึกอบรมเชงิปฏบิตัิการ
มาตรฐาน ISO/IEC 27001:2022 กับการรกัษาความมัน่คงปลอดภยัสารสนเทศขององคก์ร

(ISO/IEC 27001:2022 Standard for Organization)

หลักสตูรนีเ้หมาะส าหรบั

• ผู้บริหารด้านเทคโนโลยีสารสนเทศ ผู้จัดการไอซีที
• เจ้าหน้าที่เทคนิค ได้แก่ ผู้ดูแลระบบ ผู้ดูแลเครือขา่ย

ผู้พัฒนาระบบ Helpdesk

• เจ้าหน้าที่ด้านความมั่นคงปลอดภัยระบบสารสนเทศ 
(IT Security) หรือความมั่นคงปลอดภัยทางไซเบอร์ 
(Cybersecurity)

• ผู้ตรวจสอบด้านเทคโนโลยีสารสนเทศ
• ผู้ที่สนใจงานด้านการรกัษาความมั่นคงปลอดภัยสารสนเทศ 

(IT Security) หรือความมั่นคงปลอดภัยทางไซเบอร์ 
(Cybersecurity)

โครงสรา้งหลกัสตูร

หลักสูตรนี้เป็นหลักสูตรที่สร้างความรู้ความเข้าใจ เก่ียวกับการบริหารจัดการความมั่นคงปลอดภัยสารสนเทศตามมาตรฐาน ISO/IEC 27001:2022 

ตลอดจนฝึกปฏิบัติการวิเคราะห์และประเมนิความเส่ียงด้านความมั่นคงปลอดภัยสารสนเทศ และการจัดท ามาตรการลดความเส่ียงทางเทคนิค โดยมุ่งเน้น
มาตรการใหม่จากมาตรฐาน ISO/IEC 27001:2022 รวมจ านวน 18 ชั่วโมง / 3 วันท าการ

เนื้อหาหลกัสตูร ประกอบดว้ย

• ภาพรวมมาตรฐาน ISO/IEC 27001:2022

• รายละเอียดการเปลี่ยนแปลงมาตรฐาน ISO/IEC 27001:2013 

ไปยัง ISO/IEC 27001:2022

• ข้อก าหนดการด าเนนิงานระบบบรหิารจัดการความมัน่คงปลอดภัย
สารสนเทศ ตามมาตรฐาน ISO/IEC 27001:2022

• มาตรการควบคุมความเสี่ยงตามมาตรฐาน ISO/IEC 27002:2022

• การก าหนดวัตถุประสงค์ด้านความมั่นคงปลอดภยัสารสนเทศ 
และแผนการบรรลุวตัถุประสงค์

• การวิเคราะห์ภัยคุกคามเชงิลึก (Threat intelligence) 

ตามมาตรฐาน ISO/IEC 27002:2022

• การเขียน Code อย่างปลอดภัย (Secure coding) 

ตามมาตรฐาน ISO/IEC 27002:2022

• การบริหารจัดการชอ่งโหวท่างเทคนิคของระบบสารสนเทศ 
(Management of technical vulnerabilities) 

• การจัดเก็บข้อมลู การวิเคราะห์ขอ้มูล log และเฝ้าระวังเหตุการณ์ผิดปกติ 
ตามมาตรฐาน ISO/IEC 27002:2022

• การจ ากัดการเข้าถึงเวบ็ไซต์ที่มีเนื้อหาไม่เหมาะสม (Web filtering) 

ตามมาตรฐาน ISO/IEC 27002:2022

วิทยากรประจ าหลกัสตูร

ดร. บรรจง หะรงัษี
รองกรรมการผูจ้ัดการ และ
ที่ปรึกษาด้านความมัน่คงปลอดภัยระบบสารสนเทศ
บริษัท ที-เน็ต จ ากัด

คุณพงศกร โสธนนท์
Senior Cybersecurity & Privacy Manager
บริษัท T-NET จ ากัด

ค่าลงทะเบยีน

ท่านละ 24,500 บาท (รวมภาษีมูลค่าเพ่ิมแล้ว)
• เฉพาะหน่วยงานภาครัฐ และองค์กรของรัฐ 

ท่ีไม่ใช่ธุรกิจและไม่แสวงหาก าไร จะได้รับการยกเว้นภาษีมูลค่าเพ่ิม
• โปรโมชั่นพิเศษ!!! ลงทะเบียนหน่วยงานเดียวกันตั้งแต่ 2 ท่านขึ้นไป 

รับส่วนลดทันที 10%

สถานที่อบรม

โรงแรมเซ็นจูรี ่พาร์ค กรุงเทพ
เลขที่ 9 ถนนราชปรารภ เขตราชเทวี 
กรุงเทพมหานคร

ระยะเวลาหลกัสตูร

ระหว่างวันที่ 25-27 มีนาคม 2569
เวลา 9.00 - 16.00 น. (รวมระยะเวลาอบรม จ านวน 3 วัน)

ศึกษารายละเอียดเพ่ิมเติมได้ท่ี https://www.career4future.com/iso27001

ฉบับแก้ไข วันท่ี 7 ตุลาคม 2568


